
 

 

 

 

                                       

 

 

PSCIOC Information-Sharing Template – September 2020  
Information Sharing is collected for the purpose of the PSCIOC Meeting of September 2020.  

Information contained in this document cannot be shared outside of the PSCIOC without the approval of the member jurisdiction (author). 

Administration :  
                                                                          

Contact 

1. Accomplishments: 
Briefly highlight major IT/IM 
accomplishments, progress, 
and/or significant 
milestones achieved in your 
jurisdiction over the past 6 - 
12 months. 
 

 
Digital Approvals & eSignature 

-  Launched corporate solution to route, track, and digital approve documents  
- Integration to Sharepoint for editing and versioning  
- Integration to our Drupal forms tools for creation and routing of things like 

application forms from the public  
- Integration to Notarius for eSignature where that is required  
- Working with Legal and Finance to accept eSignatures inside and outside of 

government  
 
Work from Home 

-  Increased the capacity and the adoption of Virtual Desktop (VDI) for 40% of 
government employees 

- Accelerated introduction of O365 and OneDrive  
 
Multi-factor authentication (MFA)  

-  Accelerated implementation of Azure MFA portal 
- 2 FA for employee remote access to 

o VDI 
o VPN 
o Sharepoint (on premises or online)  
o O365 
o Digital approvals & eSignature solution  

 
Data Centre 

- Expanded use of  veeam for Azure backup in addition to virtual server 
backup and replication to improve resiliency  

 



 

 

 

 

                                       

 

 

 
ATIPP  

-  New (re-written) ATIPP Act was passed by Legislature in Fall 2019 
- New regulations being drafted to allow the Act to come into force in 2020 
- Proactive information disclosure site to be integrated with Open Data portal 

 
 
 

2. Priorities: 
Briefly describe what your 
organization sees as its top 
IT/IM priorities/initiatives 
over the next 12 to 36 
months.  
 
The PSCIOC is particularly 
interested in jurisdictional 
information in the following 
areas:   

• Digital Government 

• Cyber Security 

• Talent Management 

Privacy & Security 
-  Focus on security framework, operational policy work, and user awareness (12 

months) 
 

Identity, client account, privacy 
-  New ATIPP Act will explicitly enable Yukon Identity program 
-  Working to have a working platform for Yukon Account and Identity by fiscal year 

end.  
-  Identity Service to be integrated to Drivers License, Health Card,  

 
5 Year Capital Plan 

-  Developing 5 year capital plan for IT Capital across YG 
-  Centralizing of governance for all IT related work regardless of funding source 
-  Centralization of IT Capital budget 

 
eProcurement 

-  2 year project to modernize procurement activities, improve public access to 
information, and to move to digital tendering  

 
New Yukon Web Site 

-  Bulk of content being re-written and brought forward in 2018/19 with view to 
deprecation of older web site. 

 
Fibre Connection to provide redundancy for Yukon & NWT 

-  Up to $80M project to connect existing transport fibre networks between Dawson 
City Yukon – Inuvik NWT 

 
 

IP Telephony (VOIP)  
 Negotiated RFP closed and evaluations underway for proposed solutions 

 



 

 

 

 

                                       

 

 
3. Issues and Needs:  
Briefly describe any issues 
you would like to share with 
the Council and what 
assistance you might be 
seeking from PSCIOC. 

Business Continuity Planning 
- Data Centre evolution 
- IaaS vs internal 
- How does SaaS fit in?   
 
Business Intelligence/Big Data  
- How do we evolve to offer better business intelligence/analytics across 

government?  Can we offer a service expertise that helps client departments 
with their business intelligence needs?   

 
Land Information 

-  Framework to tie together Lands information (permits, titles, property 
assessment, planning) 

 

4. Topics of Interest: 
Please identify topics of 
interest to your jurisdiction for 
future PSCIOC meetings 
/teleconferences. 

FPT ‘Cloud Archiving solution 
 
Considering re-branding ‘Identity’  to something that reflects a government 
‘credential’  amongst an emerging eco-system of ‘credentials’.   Identity sounds like 
something that we are claiming as fundamental to you as a person as opposed to a 
credential.  It is used because in the IT world they have co-opted the word identity 
to mean authenticated to the authorized account.   

- What is our Canadian government strategy for trust in eWallet 
(smartphone credential) amongst private sector 

- Canada should consider creating an independent agency with the 
independence legislated and transparent that would create separation 
from government (big brother), independency from business (exploiting 
your personal information), and be facilitated as basic ‘infrastructure’ to 
protect and enable Canadian citizens in the digital age 

 
Microsoft’s, and others, helpful tools’ (grammar, spell check, etc) sovereignty -  
today phrases, words, snippets, are sent to U.S. for analysis by AI’s and/or humans.  
 
Canadian stance on email retention -  power in adopting a common approach across 
many jurisdictions.   

 



 

 

 

 

                                       

 

 

 

 
Legally defendable digital record.  
eSignature standard.   
 


