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Key messages 
 incidents are increasing in frequency and are 

more sophisticated and targeted than ever 
 

 no organization globally is immune to attack 
 

 organizations will be judged not only on their 
ability to prevent but detect and respond 
 

 security is not just an IT problem, it’s business 
enterprise risk 
 

 security is a boardroom issue  
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Appointments 
 Chair 

- Gary Perkins BC (incoming) 
- Kent Schramm ON (outgoing) 
 

 Vice Chair 
- Vacant (incoming) 
- Grant Streeter NB (outgoing) 

 
 Secretary 

- Martin Dinel AB (incoming) 
- Grant Streeter NB (outgoing) 
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Meeting Updates 
 Monthly teleconferences  

- very good participation 
 

 In-person meetings 
- Fredericton (May 2016) 
- Edmonton (November 2016) 

 
 Ask 

- ensure there is an NCSIP representative assigned 
(Nunavut does not have one, Quebec and New 
Brunswick are TBD) 

- encourage participation in monthly conference calls 
- support travel to in-person meetings  
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New Brunswick In-Person Meeting 

 Shared Threat & Risk Assessment  
- sharing threat/risk assessments for Microsoft Office 

365 (O365), Box, Android for Work 
 Information Security Classification  

- exploring adoption of a common scheme or cross-
mapping across Canada 

 Cloud Security  
- dependence on classification 

 Mobile Device Security 
 Security Awareness 
 Outsourcing / Vendor / Supply Chain Security  
 Business Continuity and Disaster Recovery 
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Edmonton In-Person Meeting (future) 

 Security Strategy  
 Information Security Classification  

- cross-mapping jurisdiction classifications (done) 
- determine viability of common classification 
- at a minimum leverage cross-mapping 

 Cloud Security  
- review results of Microsoft O365 risk assessment 
- review shared TRAs including Box, Mobile 

 Digital Government 
 Threat and Risk Assessment 
 Threat Intelligence Sharing 
 Passwords  

- inappropriate for remote access 
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NCSIP Sub-working Groups 

 Investigations & Forensic 
- monthly teleconferences 
- share modern techniques and opportunities with 

evolving demands posed by investigations and 
forensics needs 
 

 Security Awareness 
- meeting as required 
- continue to share successful education and 

awareness techniques, messages, and materials  
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Discussion 
 NCSIP recommends 

- centralized travel funding 
- centralized tools 

- collaboration, conference, email distribution 
- leadership training and development 

 
 PSCIOC members  

- are your needs met? 
- do you require additional information or presented 

in different ways? 
 
 
 
 



Questions? 
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