PSCIOC FORWARD AGENDA

SEPTEMBER 26, 2019
In-Person Meeting, Winnipeg

NOVEMBER 13, 2019

JANUARY 17,2020

SECRETARIAT

e Action ltems— progress report
PSCIOC Financial Report

e Debrief of the PSCIOC Meeting from September 26t
e Progress report on action items
e Meeting evaluation results

e Action Items
e Bring Forward Agenda

CLOUD SERVICES

P

Cloud Working Group:
e Results of Cloud Benefits Realization Survey
e Progress report on work plan

e d

Information Sharing Roundtable (Due to short time
available on the September agenda for this item, additional
reports by members at fall teleconference.)

Information Sharing Roundtable
e Follow up from September meeting (members that were
unable to present in September)

8
- )
Reports from PSCIOC working groups (for information National CIO Sub-Committee on Information Protection
PSCIOC only): (NCSIP)
e ICT Policy WG e Information on Ontario’s journey to the Cloud
WORKING e IT Procurement WG e Updated cybersecurity matrix
GROUPS e NCSIP (report in Aug 2019) e Follow up on access and release of information as it pertains
to security
e Report on ISO compliance (jurisdictional scan)
Presentation by Amazon Web Services (AWS) Digital Principles: Phoenix Pay System
e Kathryn Bulko to report back on the endorsement of the e Lessons learned on the Phoenix pay system (action
Procurement: Digital Principles item)
e Discussion on Procurement in relation to Cloud and other
IT services Microsoft:
TOPICS OF e Discussion on inviting other vendors to upcoming e Follow up by Microsoft related to action item from co-chairs Presentation by Infrastructure Canada on Smart
INTEREST / meetings meeting in June 2019. Cities (action item)
PARTNERSHIPS

Topics of interest that have been identified by members for inclusion in teleconference/meeting agendas:

e Software as a Service (SaaS)

Business Intelligence, Analytics, and Identity. Where we are on delivering identity services.
Digital Government Initiative / Transformation (feedback on journey)

Top 10 trends in IT & Digital (what we are all doing in each of these areas)

Are you embracing Design Thinking and Human Centered Design

e Identity/Authentication service to protect and enable citizens (and businesses) in wider digital world

- Private Industry presents lots of cautions around the use of personal information with the profit motive in mind

- The Joint Councils has done some excellent work on interoperability standards

- Citizens find it increasingly hard to navigate the various services they access online, safely manage their login credentials and manage their digital identity for non-governmental needs

- Should we be considering an approach, possibly with Blockchain, in which a trusted ‘utility’ or other 3 party actor (separate from government and private industry) can offer Identity and authentication as a service utilizing the identity
information resident within governments? Perhaps a framework that guarantees independence from government (big brother) and creates a 3" party audit/oversight to ensure compliance.



