
 

 

 

 

 

 

 

PSCIOC BRING FORWARD AGENDA (Feb 2023 v1) 

 

 February 22, 2023 April 19, 2023 May 16, 2023 

SECRETARIAT  

 

• Action Item list 

• Bring Forward Agenda 

• PSCIOC Financial Statement 

• PSCIOC members’ annual contributions  
 

• IM Task Team proposal to refresh the 
members-only site  

• Action Item list 

• Bring Forward Agenda 

• Outcomes of February meeting 

•  

PSCIOC  
WORKING 

GROUPS / CoP 
 

 

National CISO Committee on Information 
Protection 
• Outcomes from the FPT Ministers’ January 

discussion on cybersecurity related to 
direction / activities for the group going 
forward. 

• Updated Cybersecurity Capabilities Matrix. 
Information on what jurisdictions have 
implemented to deal with cyber threats. 

• Follow up by MS O365 Working Group on 
the request by the PSCIOC.  

 

 

DIGITAL 
TRUST & 

CREDENTIALS 
PROGRAM  

Strategic discussion:  

• PSCIOC governance structure and 
alignment with FPT DMs’ and Ministers’ 
Tables on Digital Trust and Cybersecurity 

 

  

EMERGING 
PRIORITY / 
TOPIC OF 
INTEREST  

• GoC: Shared Services Canada 
3.0: Delivering Shared Infrastructure 
Services to the Government of Canada. 
Future of Work: Enabling Technology 

 
 

• Digital Talent proposal: Nova Scotia, British 
Columbia and MISA agreed to work with GoC 
in the development of a scope of work for a 
working group / community of practice to work 
on a specific project on digital talent (action 
from Sept. mtg) 

• GoC: Discussion on Digital 
Investments: Better decision making 
(also to support health transformation) 
(Jody Lobb, TBS) 

 

Members-only 
Session                       

• Jurisdictional Roundtable  • Roundtable on the scope of the requested 
review of Bill C-27. GoC to provide info 
brief. (Sept Action Item: Request to review 
Bill C27 – Digital Charter Implementation Act 
around what it is and the impact to 
jurisdictions. 

 

• Discussion on developing a shared 
narrative about the value of tech & 
CIO role: As the mechanism by which 
they serve their constituents/citizens. 
Collecting the frameworks that exist in 
jurisdictions to raise the dialogue to the 
business model.  



 

 

 

 

 

 

 

 

Topics for discussion identified by PSCIOC members: 
 

Cybersecurity: 

• Mobile Apps and how to better manage 
the mobile endpoint – balance of 
locking down devices and the 
administrative burden of approving 
Apps to be installed vs allowing the 
users to be full benefit of that endpoint. 

 
 

Cloud Enablement / Migration:  

• How are organizations improving capabilities to 
monitor how information and data assets are 
used in the cloud, by whom, and when? What 
mechanism are in place to fast-track the approval 
and procurement of cybersecurity controls and 
tools in the event of active cyber-attacks or cyber 
threats? 

• Future of remote work: managing cloud-based 
solutions. Procurement for cloud infrastructure 
services is a priority for many jurisdictions.   

• Cloud Working Group: Report back on 
members’ consultations on Cloud and discuss 
recommendations on future activities related to 
Cloud and/or Cloud Working Group.  

IT Renewal & IT Investments  

• IT Renewal: (modernizing IT): more business focus and 
citizen-centric, better procurement, less prescriptive 
RFPs, better project management, becoming more 
strategic, investment in infrastructure, bolster IT sector, 
managing IT vision and leadership, mainframe 
modernization.  

 

• Policy Modernization related to Facial recognition, 
Privacy reform, Investment’s modernization, Investment 
Portfolio, and Governance.  

Talent management & Development:  

• Baseline financial management 
acumen 

• Baseline of digital dexterity 

• Computer for Success Program (PEI 
initiative) 

• How to cooperate with various 
industries and sectors. 

• Access to qualified staff in different 
jurisdictions and range of cloud 
expertise 

Governance:  

• Implementing product management in 
government. 

• Prioritization process: how to meet demands of 
the organization, what are high priority items 
balanced with limited resources 

• Discussion on supply and demand management. 
 

Collaboration on BC Digital Marketplace  

• Need to learn more about how to leverage or scale and 
lessons learned. (BC offered to present on the pattern 
that can be replicable.)  

 

Access to internet/broadband:  
▪ What are jurisdictions doing to increase 

access, strategies in this area 
▪ No incentive for private sector to build 

infrastructure and how to prioritize this 
vs other objectives 

▪ Connecting BC Program (to 
matchmake btw private sector and 
federal funding opportunities).  

Evolving role of the C-Suite digital executive  
 

Other Topics of Interest:  

• Presentation by Statistics Canada on DevOps  

• Ontario’s Enterprise approach for the Internet of Things  

• Report back on federal government perspective related 
to Cabinet and Treasury Board memos - digital 
signature. 

• E-procurement discussion  

• Collaborative justice system (members’ request) 

In-Camera Session Topics: 
• SharePoint App 

• Discussion on developing a shared narrative about the value of technology & CIO role: As the mechanism by which they serve their constituents and 
citizens. Create a video or press release with key messages to be used by all members in their discussions with TBS. Collecting the frameworks that exist in 
jurisdictions to raise the dialogue to the business model. Concept case (business, with what is the problem they try to solve and what other areas could support 
that work. Consideration to have annual scan and repository on OCIO mandate: (1) How other jurisdictions structure their information technology (IT) and 
information management (IM) capabilities – within an OCIO or other office? (2) How organizations are given your authority (CIO), i.e., policy, legislation, etc.  to 
carry out your responsibilities and services. 

 


